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One year GDPR brought us many 

challenges and solutions



Personal data can influence your customers 
and your organization



GDPR 

GDPR into actions – Major fines 



Facts of the case

Fine

Insufficient security measures led to cyber incident 
involving:

❖ 339 million guest records on a global level 

❖ 30 million records in 31 EU countries subject 

under GDPR 

Region

EMEIA ICO (UK)

DPA Date

09-07-2019

GDPR art

32

Fine
Dollar

123 million
Marriott

Company

Data Breach Marriott

$123 million 

Article from The Guardian, July 9, 2019



Facts of the case

Fine

1. Insufficient security measures in terms of preventing a cyber 
incident. 

2. The incident involved diversion of user traffic to a fraudulent 
site, instead of the British Airways company website:

❖ Collect customer details of 500,000 customers 

❖ Personal data such as credentials payment information and 

travel booking details. 

$183 million

Region

EMEIA ICO (UK)

DPA Date
09-07-2019

GDPR art

32

Fine
Dollar 

183 million
British 

Airways

Company

Data Breach British Airways



We have identified five key lessons learned. We addressed all of them in this 
document.

The operationalization of GDPR is truly multidisciplinary resulting in 
a complex privacy governance

The processes should have a data-driven based approach  

Maximum use of data analytics requires optimal customer 
information strategy 

The adoption of tooling is key for a successful and sustainable 
operationalization of GDPR

Customers are more privacy-savvy and keen to engage with 
companies that protect their privacy
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EY’s end-to-end solution enables automated processes to support your 
privacy compliance 



Are you in control of your 
privacy activities and related 

risks?


